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The Problem

Software is inherently not trustworthy
Suceptible to attacks and malware
VMs allow subversion of licensing

Xen - open source hypervisor
Provides powerful, efficient, and secure
para-virtualization and full hardware virtualization
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Trusted Execution Technology
(Intel TXT) Provides hardware
enforcement of security policy to

ensure proper code is executed @



